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All sessions are 12-1 p.m. 
Target Audience: CEO, executives, board members, other staff with cybersecurity oversight or reporting 

responsibilities 
 

 
 
 

Part 1-Enhancing Hospital Cybersecurity: A Board’s Strategic Role (TX09201) 
Sept. 20 
Speaker: Sameer Bhalotra, Co-Founder and CEO, ActZero 
 

Join us for an insightful webinar tailored to hospital board members, exploring the critical role that 
cybersecurity plays in safeguarding patient data and health care operations. In this session, we will delve into 
the essential responsibilities and strategic decisions boards need to make to ensure robust cybersecurity 
measures are in place. From setting governance frameworks and risk tolerance levels to overseeing 
compliance with health care regulations, attendees will gain a comprehensive understanding of their pivotal 
role in protecting their hospital's digital infrastructure. 
 
Participants can expect to learn: 

• Why health care is a prime target for attackers and the latest trends in methods of attack and 

incidents. 

• Governance considerations to address cybersecurity including budget allocation, and necessary 

policies. 

• How to integrate cybersecurity into the organization’s overall governance framework. 

• Laws and regulations to be familiar with to ensure compliance. 

• The board’s role should a breach occur. 

• Key questions to foster board discussion. 
 
 
 

 

 

 
 

 
 
 
 
 
 
 

 

 
 
 
 

 

Cybersecurity Webinar Series 
2023 

 
To register online, visit www.okoha.com/educationcalendar. 

Silver Education Sponsors 
 

Platinum Underwriters 

http://www.okoha.com/educationcalendar


Oklahoma Hospital Association  Cybersecurity Webinar Series 

For registration information, or to register online, go to www.okoha.com/educationcalendar and click on the meeting title. 

 

 
 
 

Part 2-Best Practices to Keep Hospitals Safe from Cyberattacks (TX10042) 
Oct. 4 
Speakers: Sameer Bhalotra, Co-Founder and CEO, ActZero 

 Sanjay Deo, CISSP, CISA, HCISPP, CMMC-RP, PCI-QSA, Evangelist, President and CEO, 24by7 Security 
 

In an era marked by a swift surge in cyber threats, hospitals find themselves confronting a pressing challenge 
– the escalating vulnerability of sensitive data to cyber criminals. We invite you to an insightful session led by 
two prominent cybersecurity experts to shed light on this critical issue. Industry leaders, Sameer Bhalotra and 
Sanjay Deo will lead an engaging discussion that delves deep into the latest array of threats targeting the 
health care industry. Attendees will gain insights into the threats, identify where the gaps occur, and learn 
how to strategically implement safeguarding measures. 
 
Participants can expect to learn: 

• Identify the latest threats facing the health care industry. 

• Learn how to implement safeguarding measures to protect your hospital from cyberattacks. 

• Identify the gaps where cyberattacks occur most frequently in the health care industry. 
 
 
 

 
 
 

Part 3-Effective Strategies to Respond to a Cyberattack (TX10253) 
Oct. 25 
Speakers: Sameer Bhalotra, Co-Founder and CEO, ActZero 

 Sanjay Deo, CISSP, CISA, HCISPP, CMMC-RP, PCI-QSA, Evangelist, President and CEO, 24by7 Security 
 

In the face of the alarming escalation in cyberattacks targeting health care organizations, the question that 
looms large is: How can you accurately determine if your institution has fallen victim to a breach? On average, 
organizations typically require over six months to identify a breach, underscoring the urgency of addressing 
this critical issue. Building on the insights shared during the session on Best Practices to Keep Hospitals Safe 
from Cyberattacks (TX1004) on October 4th, cybersecurity experts Sameer Bhalotra and Sanjay Deo will talk 
about clues suggesting your hospital is under attack and what to do in the critical minutes and hours 
following. Your hospital's resilience against cyber threats begins with informed and swift action – this session 
equips you with the knowledge to make that difference. 
 
Participants can expect to learn: 

• Identify the clues that indicate your hospital has been subject to a cybersecurity breach. 

• Identify appropriate response strategies when your hospital has come under a cybersecurity attack. 
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Oklahoma Hospital Association  Cybersecurity Webinar Series 

For registration information, or to register online, go to www.okoha.com/educationcalendar and click on the meeting title. 

 

 

Cancellation Policy 
The registration fee, less a $60 service charge, is refundable if notice is received before 4:00 p.m. five (5) business 
days prior to the program. No refunds will be issued for cancellations received after 4:00 p.m. five business days 
prior to the program. The cancellation/refund policy applies to registrations that indicate payment is being mailed 
prior to the program. No refunds will be issued for those who do not comply with this policy and the full 
registration amount will be due and owed to OHA. 
 
Substitutions and Transfers 
Registrants unable to attend may designate an alternate. Report substitutions to Amanda Bowen at 
abowen@okoha.com or Mary Winters at winters@okoha.com prior to the program. Transfers from one OHA 
educational program to another are not permitted. 
 
 
Connecting to the Program 
After you register for the program(s), you will receive a confirmation notice from OHA. Login instructions for 
online programs/webinars will be emailed 1-2 days prior to the program. If the program is recorded, each 
registrant will receive a copy, when it is available. 
 

If you have not received a confirmation email 24 hours prior to the program, please email 
Amanda Bowen at abowen@okoha.com to confirm your registration has been received. 
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Oklahoma Hospital Association  Cybersecurity Webinar Series 

For registration information, or to register online, go to www.okoha.com/educationcalendar and click on the meeting title. 

 

 
 
 

 
 
 
 

 
 

Check the box next to the webinar title to register: 
 

❑ Part 1-Enhancing Hospital Cybersecurity: A Board’s Strategic Role (TX09201) – Sept. 20 
❑ Part 2-Best Practices to Keep Hospitals Safe from Cyberattacks (TX10042) – Oct. 4 
❑ Part3-Effective Strategies to Respond to a Cyberattack (TX10253) – Oct. 25 
 
 
 

Registration fee:  $200 per individual session per OHA member hospital location 
 $540 for all sessions per OHA member hospital location (must register for all at the same time)
 $400 per individual session per non-member 
The registration fee is per hospital location. Multiple connections will be allowed. 

 
 
Online Registration: 
Visit www.okoha.com/educationcalendar and select the meeting title.  
First-time online registrants who do not have a user ID and password may email mia@okoha.com. 
 
Our website is optimized for use with Google Chrome. 
 
 

Fax or Email Registration: 
Complete the form below and return to OHA by fax at (405) 424-4507 or email abowen@okoha.com. 
 

Please register one contact person who will forward access information to other participants. 
 

Name of Contact Person ____________________________________________________________  

Title of Contact Person _____________________________________________________________  

Organization  _____________________________________________________________________  

Mailing Address  __________________________________________________________________  

Telephone ______________________________ Cell phone  _______________________________  

Email      _________________________________________________________________________  
 

Method of Payment 
Check in the amount of $_________ payable to OHERI. 

Mail all registrations accompanied by a check to OHERI, Dept. #96-0298, Oklahoma City, OK  73196-0298.  
 

Credit Card amount authorized $_________                  Visa      MasterCard      Amex       Discover 
 Credit Card #  __________________________________    

 Expiration Date  _____________  Name on card   ____________________________________       

 Cardholder’s Billing Address (including zip code)  ____________________________________  

 Signature  ___________________________________________________________________  

 

Cybersecurity Webinar Series 
2023 

 
To register online, visit www.okoha.com/educationcalendar. 
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